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6 May 2025 

 

Official information request 
Our ref: R00910 
 

Tēnā koe  

Thank you for your Official Information Act 1982 (OIA) request received on 2 April 2025.  

You requested:  

1. Please provide a copy of the following policies: 
a. Official Information Act 1982 (OIA) policy 
b. Ministerial consultation policy (this is about how the Ministry determines 

what OIAs are sent for Ministerial FYI or consultation) 
c. OIA publishing response policy (this is about the publication of OIA replies to 

your external website and how you decide what requests are published) 
d. OIA charging policy 
e. Privacy Act policy 
f. Proactive release policy 

2. If no policy exists, please provide any process maps, approval/sign-out 
procedures, guidance, desk file, memo, aide memoire etc, that outlines how the 
Ministry approaches the above. My specificity is to provide you with an idea of 
the information I am looking for. It’s not intended to limit my request. 

3. A copy of any policy when managing OIA requests from your own employees. 
Please also include this if the Ministry has volunteers. If no policy exists, please 
provide any process maps, approval/sign-out procedures, guidance, desk file, 
memo, aide memoire etc. 

4. Please provide a copy of the following practice/process 
documentation/information: 

a. OIA processing e.g., how the Ministry manages an OIA request from receipt to 
the final response/decision being sent. 

I. Please include any consideration processes or guidelines e.g., how the 
Ministry seeks clarification of a request or requester eligibility, how the 
Ministry triages requests, how the Ministry scopes requests etc. 

s 9(2)(a)

s 9(2)
(a)
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LIST OF DOCUMENTS ATTACHED 

 

Appendix 1: Internal Policy | Official Information Policy 

Appendix 2: Internal Policy | Privacy 

Appendix 3: Internal Policy | Proactive Release of Official Information 

Appendix 4: Internal OIA Guide 

Appendix 5: Templates 





• support increased proactive release in line with the OIA’s purpose of 
progressively increasing the availability of official information, including the 
publication, where appropriate, of responses to requests under the OIA; 

• consider, where appropriate, what additional messaging could be included to 
promote understanding of the Ministry’s functions to stakeholders; 

• consider the need to inform or consult third parties about requests for official 
information that concern them; 

• consider the need to inform or consult with relevant Minister(s) about requests 
for official information; 

• co-operate fully with any investigation by the Office of the Ombudsman into a 
review of a decision under the OIA. 

Implementing this policy 

All staff should familiarise themselves with the “official information - common matters 
to be mindful of” in Appendix A. 

Training and resources for staff in respect of official information may be available on the 
learning & development intranet page Learning & Development or will be made 
available in the future under the performance policy Internal policy | Performance. 

Processing a request: 

A request for official information (Request) from a requester may be formally sent to the 
Ministry or it may be received by a member of staff. It may be in any form and 
communicated by any means (including orally or through social media) and does not 
need to refer to the OIA.  The Request needs to be immediately sent to Ministerial 
services (hello@regulation.govt.nz) for processing including calculation of timings. 

Ministerial services will be responsible for managing the response to the Request in a 
timely manner including dealing with any transfers to other agencies or consultation 
with third parties. Requesters may ask for official information to be provided urgently 
but need to provide reasons why their Request should be treated as urgent. Where 
appropriate the Ministry may consider charging to recover costs. The OIA allows 
agencies to charge for official information. The decision to charge is the responsibility of 
the Head of Ministerial services, following consultation with the Head of Legal and 
Finance. 

Working with Ministers’ offices 

Ministerial services will carry out any Minister(s) office consultation and transfers. The 
Ministry will consult the relevant Minister, or it may be appropriate to transfer the 
Request to the relevant Minister, if the Request relates to that Minister’s functions or 



Cabinet material.  Under the ‘no surprises’ rule in the Cabinet Manual, the Ministry will 
notify the relevant Minister’s office of a Request that involves matters that may be 
controversial or become the subject of public debate or where particularly sensitive or 
potentially controversial official information may be released.  Such a notification is not 
consultation and should not unduly delay the release of information. 

Signing-off a Request 

The response to the Request should be signed off in accordance with the delegations 
policy Internal policy | Delegations. Engagement team review of a draft response is 
required in respect of a Request that came from media as defined in the media policy. 

Publishing 

Ministerial services will publish the response to a Request which is appropriate for 
wider publication. The response to a Request standardly includes advice to the 
requester that the Ministry may publish a copy of the response on the Ministry for 
Regulation website. If published, all requester data, including name and contact 
details, will be removed. Publication of appropriate responses will occur in accordance 
with the proactive release of official information policy Internal policy | Proactive 
Release of Official Information. 

Reporting 

Every six months, or as additionally required by the Public Service Commissioner, 
Ministerial services will provide comprehensive information on the number of Requests 
received and the number of complaints notified by an Ombudsman.  The Ministry will 
record how we are meeting the timeliness requirements of the OIA and additional 
timeliness performance information. 

Related policies and more information 

Internal policy | Proactive Release of Official Information   

Internal policy | Privacy 

Internal policy | Delegations 

Relevant legislation 

• Official Information Act 1982 

  

  



APPENDIX A – Official information – common matters to be mindful of 

What is “official information”? 

Official information is any information held by an agency. 

  

The full definition of official information is in section 2 of the OIA and includes: 

• documents, reports, memoranda, letters, texts, emails and draft documents; 

• non-written information, such as digital, video or tape recordings; 

• manuals which set out internal rules, principles, policies or guidelines for 
decision making, and reasons for decisions that have been made about an 
individual; 

• information which is known (to the Ministry) but not written down (for example, 
knowledge of staff of the Ministry that is held in their official capacity). 

  

Note that official information may include information held by independent contractors 
carrying out particular work on behalf of the Ministry. 

What is a request? 

A member of staff may be asked questions by people as part of their normal working 
engagement, but if answered promptly and fully, then the Ministry’s expectation is that 
no further internal OIA notification or process is required (unless it is a question or 
request which would be usefully recorded as an example of stakeholder interest). 

There are also specific requests under the OIA where different considerations may 
apply: such as requests for internal rules/guidelines for decision-making under section 
22; for a written statement of reasons for a decision made by the agency in respect of 
the requester under section 23; or for information held by an agency in respect of a 
requesting corporate entity under section 24. 

What are the deadlines? 

Prompt engagement is needed if involved in processing a request under the OIA: 

• If the Ministry needs clarity from the requester about a request, this should be 
done promptly and preferably within 7 working days after receiving the request; 

• If a request must be transferred to another agency (because the Ministry believes 
another agency holds the official information which is more closely connected to 
that agency’s functions) this should be done promptly and preferably within 10 
working days after receiving the request; 



• A decision on a request needs to be made and communicated to the requester 
as soon as reasonably practicable and no later than 20 working days after 
receiving the request (and if not sent with the decision, proceed to provide the 
official information without delay), unless extended under the next bullet; 

• If the Ministry is to seek an extension to the timeframe for the decision, this must 
be notified to the requester as soon as reasonably practicable and no later 
than 20 working days after receiving the request. Extensions need to be 
requested for valid reasons (generally processes such as consultation with third 
parties or relevant Ministers are ordinarily expected to be managed within the 
deadlines). 

How are requests answered? 

The Ministry is required under the OIA to give reasonable assistance to a requester (this 
does not generally extend to being obliged to form an opinion or create information). The 
OIA is underpinned by a principle of availability so that official information should be 
made available unless there are conclusive reasons (section 6 of the OIA), good 
reasons where public interest considerations don’t favour release (section 9 of the OIA) 
or administrative reasons (section 18 of the OIA) to withhold it. 

Further information is available from Ministerial services and via the Ombudsman 
website and guidelines Ombudsman guidelines. 

OIA affects other Ministry policies 

Staff should keep in mind the Ministry’s obligations under the OIA: 

• in procurements with third parties which should recognise these 
obligations Internal policy | Procurement; 

• when drafting documents, creating content and communicating internally and 
externally etc all of which may be released.  Digital and physical information 
needs to be readily accessible to assist with processing any requests under the 
OIA. Accessibility, for example, is one of the requirements of the Ministry’s 
information and records management policy Internal policy | Information and 
Records Management Policy for robust information and records management to 
enable the Ministry to remain accountable, transparent and responsive. 

 





collected, how personal information is used and stored, and detailing individuals’ rights 
to gain access to their personal information, and to correct it. 

The Privacy Commissioner monitors and enforces compliance with the Privacy Act 
including building and promoting an understanding of the privacy principles, 
investigating complaints about breaches of privacy and receiving notifiable privacy 
breaches. 

Principles 

• All personal information we hold will be managed and used in accordance with 
the Privacy Act; 

• The Ministry will promote a culture in which personal information is protected 
and respected; 

• The Ministry intends that individuals will feel confident that the Ministry is a 
trusted guardian of their personal information. 

Implementing this policy 

Common definitions that are used in this policy are set out in Appendix A (Appendix A). 

Collection of personal information 

Reference: IPP 1 Office of the Privacy Commissioner | Principle 1 - Purpose for 
collection of personal information IPP 2 Office of the Privacy Commissioner | Principle 
2 - Source of personal information - collect it from the individual IPP 3 Office of the 
Privacy Commissioner | Principle 3 - Collection of information from subject - what to 
tell the individual IPP 4 Office of the Privacy Commissioner | Principle 4 - Manner of 
collection 

  

We collect, use and store personal information to perform our functions and 
responsibilities and only if collection is necessary for those functions and 
responsibilities. 

We will generally collect personal information from the individual concerned rather than 
from third parties unless there is a lawful reason for doing otherwise. We will only 
collect personal information by means that are lawful, fair and do not intrude 
unreasonably on an individual’s personal affairs. When collecting personal information 
from third parties, we obtain consent from the individual concerned. 

When collecting personal information, we will inform the individual concerned of: 

• the purposes for collection; 

• who will receive the personal information; 



• what could happen if the individual concerned does not provide the personal 
information we need; and 

• the individual’s rights under the Privacy Act including to access and request 
correction of that personal information. 

At the beginning of any project planning or review, managers and their team should 
undertake a brief privacy analysis and, if necessary, a privacy impact assessment, 
where personal information is involved. Teams should engage with the privacy officer for 
advice when preparing these documents. 

For the purposes of undertaking a privacy analysis or a privacy impact assessment, the 
Privacy Commissioner’s privacy impact assessment toolkit, including brief analysis 
template is available here: Office of the Privacy Commissioner | Privacy Impact 
Assessment Toolkit. 

Storage of personal information 

Reference: IPP 5 Office of the Privacy Commissioner | Principle 5 - Storage and 
security of information 

  

We commit to storing personal information with reasonable safeguards against loss and 
disclosure. 

The Ministry holds personal information about staff. The Ministry has been entrusted 
with this personal information and is committed to its protection and management. The 
protective security policy Internal policy | Protective Security sets out an approach to 
classification and storage of such personal information in the Ministry’s information 
systems. Personal information about staff can only be accessed on a “need to know” 
basis as detailed in the acceptable use policy Internal policy | Acceptable Use Policy. 

We will store personal information in accordance with the Public Records Act 2005 
including disposal authorities as issued by the Chief Archivist referred to in the 
information and records management policy Internal policy | Information and Records 
Management Policy. 

Privacy incidents 

We have clear, consistent processes for reporting, managing and escalating 
privacy incidents. 

The Chief Legal Officer is the privacy officer appointed by the Ministry for the purposes 
of the Privacy Act.  The privacy officer will: 

• monitor compliance with the Privacy Act and this policy; 



• advise the Executive Leadership Team about any risks to the Ministry’s ability to 
protect and manage the personal information it holds; 

• review and refresh this policy to continually lift our performance; 

• perform an advisory role in the development of privacy analyses and privacy 
impact assessments. 

If staff become aware of a potential unauthorised intentional or accidental disclosure or 
loss of personal information, including a near miss (privacy incident), that member of 
staff should contact their manager and the privacy officer, within 24 hours of becoming 
aware of the incident or as soon as practicable. 

While the Ministry is committed to meeting its obligations under the Privacy Act, we 
understand that sometimes mistakes happen. By communicating potential privacy 
incident early, it is easier to mitigate the impact. 

If action is required, the privacy officer will work with the manager and member of staff 
to endeavour to reduce the impact and the likelihood of further privacy incidents 
occurring.  

The privacy officer will record the appropriate information about a privacy incident in 
the privacy breach register. If a notifiable privacy breach occurs, the privacy officer will 
notify the Privacy Commissioner as soon as practicable and liaise with the member of 
staff and their manager for notification of any affected individuals as soon as 
practicable. 

Best practice standards 

We commit to ensuring we have effective policies and processes which reflect the most 
up-to-date best practice standards. 

The Executive Leadership Team is to set the tone from the top to create and nurture a 
respectful privacy culture at the Ministry. 

Privacy by design is to be embedded into our systems and work programmes so that 
privacy protection is at the forefront of any systems and work programmes that may 
involve personal information. 

The Ministry will not: 

• use/disclose personal information without taking reasonable steps to ensure it’s 
accurate, up to date, complete and not misleading 

• retain personal information for longer than required for lawful purpose; 

• use personal information for any other purpose than originally collected for, 
unless necessary on specific grounds or authorised by individual concerned; 



• disclose personal information for any other purpose than originally collected for, 
unless necessary on specific grounds or authorised by or to individual 
concerned. 

Training and resources for staff in respect of privacy practices are available on the 
learning & development intranet page Learning & Development. The Legal team are also 
available for assistance and advice. 

Privacy requests 

Reference: IPP 6 Office of the Privacy Commissioner | Principle 6 - Access to personal 
information IPP 7 Office of the Privacy Commissioner | Principle 7 - Correction of 
personal information 

  

We facilitate access to and respect an individual’s right to seek amendment of factually 
incorrect personal information as a key priority. 

An individual is entitled to receive on request: 

• confirmation whether the Ministry holds any personal information about them; 

• access to their personal information, and 

the individual may request correction of that personal information. 

We commit, when requested or on our own initiative, to take steps to ensure personal 
information is accurate, up to date, complete and not misleading. We will deal with an 
individual’s request by correction or by attaching the individual’s statement of 
correction to the personal information. 

A request for their personal information (privacy request) from an individual (or that 
individual’s representative) may be formally sent to the Ministry or it may be received by 
a member of staff. An individual or that individual’s representative may also similarly 
request that their personal information held by the Ministry be corrected (correction 
request). 

In any of these cases, the privacy officer will confirm how the privacy request or 
correction request will be processed including calculation of timings. The privacy officer 
will determine whether the privacy officer, the recipient of the privacy 
request/correction request, or another member of staff will be responsible for 
completing the privacy request or correction request in a timely manner including 
dealing with any transfers to other agencies. 

The response to a privacy request or correction request should be signed off in 
accordance with the delegations policy Internal policy | Delegations. 



Link to official information requests 

If a request is received that relates to: 

• personal information but is not from the individual or that individual’s 
representative; or 

• their own private information (from an entity rather than an individual) 

then such requests should be notified and processed under the official information 
policy Internal policy | Official Information Policy. 

 

Related policies and more information 

Office of the Privacy Commissioner | Privacy Impact Assessment Toolkit 

Learning & Development intranet page Learning & Development 

Information and records management policy Internal policy | Information and Records 
Management Policy 

Official information act policy Internal policy | Official Information Policy 

Proactive release of official information policy Internal policy | Proactive Release of 
Official Information 

Acceptable use policy Internal policy | Acceptable Use Policy 

Protective security policy Internal policy | Protective Security 

Delegations policy Internal policy | Delegations 

  

Relevant legislation 

• Privacy Act 2020 

  



APPENDIX A – Definitions 

  

individual Under section 7 of the Privacy Act, an individual means a 
natural person, other than a deceased natural person. 

notifiable privacy breach Under section 112 of the Privacy Act, notifiable privacy 
breach means a privacy breach that it is reasonable to 
believe has caused serious harm to an affected individual or 
individuals or is likely to do so. 

personal information Under section 7 of the Privacy Act, personal information 
means information about an identifiable individual. 

 





 

Implementing this policy 

Ministerial services will undertake proactive release in accordance with this policy. 

The Ministry may choose to make redactions when proactively releasing 
information.  The Ministry may decide to provide additional information and/or an 
explanation for redacting some information, so as to provide proper context for the 
proactively released information. 

The information that will be considered for proactive release under this policy includes: 

• formal advice to the Minister for Regulation such as reports or briefings (but 
excludes administration information such as meeting arrangements and 
agendas, speaking points and event run sheets); 

• titles of the advice provided to the Minister for Regulation; 

• responses, and information that has been released by the Ministry, to a 
requester in respect of a request under the official information policy Internal 
policy | Official Information Policy; 

• Ministry information which the Ministry believes may be of interest to the public, 
such as strategic intentions and OIA statistics; 

• Other information, such as research reports or publications and information that 
is regularly requested from the Ministry under the OIA. 

The information that is not capable of being considered for proactive release under this 
policy includes: 

• Cabinet material as only Ministers may approve the proactive release of Cabinet 
material; 

• Briefings to Incoming Ministers. 

Consultation 

Ministerial services will carry out any consultation with parties involved in the creation 
of a document being considered for release, where necessary.  

Working with Ministers’ offices 

Ministerial services will carry out any Minister(s) office consultations or notifications. 

If proactive release of the information is likely to attract public comment, the relevant 
Minister(s)’ office is to be notified before the information is scheduled to be released. 
Ministerial services will also consult with the Engagement team. 



  

The Minister is to have the opportunity to agree or disagree to the Ministry’s formal 
advice to the Minister being proactively released. 

Due diligence 

Proactive release is different from a release of information under the OIA. Proactively 
releasing information does not give the Ministry the same protections from sanctions as 
would apply if the Ministry released the same information via a request under the OIA. 
This is because section 48 of the OIA protects agencies such as the Ministry, from 
liability (for example, defamation, copyright, privacy or breach of contract) that may 
otherwise result from releasing information in good faith “pursuant to the OIA”. 

Accordingly, Ministerial services will carry out the following due diligence process on 
each document being considered for proactive release: 

• applying an assessment of withholding grounds under the OIA, privacy 
considerations under the Privacy Act 2022, confidentiality requirements under 
the protective security policy Internal policy | Protective Security and the terms 
of any other applicable legislation; 

• a risk assessment in respect of any potential liability (civil or criminal) that might 
result (for example, defamation, copyright or breach of contract); 

• considering if any other contextual information is required to make sense of the 
information. 

The Ministry also generally: 

• releases its officials’ names and work emails unless there is good reason not to; 

• withholds mobile phone numbers as they are often used for both work and 
personal purposes. 

Publication timeframes 

Ministerial services will publish the information being proactively released on the 
Ministry’s proactive release webpage. 

Formal advice to Ministers being considered for proactive release should be published 
at the earliest possibility and generally not later than 60 working days from the decision 
being made by the Ministers in respect of the advice. 

This timeframe depends on timing sensitivities, such as: 

• advice that is still under active consideration; 



• advice that relates to other decisions that are to be publicly announced, but 
where the announcement is scheduled to take place outside the above 
timeframe. 

If the Head of Ministerial services decides to delay the timing of the proactive release, 
the decision should be recorded together with the scheduled date for proactive release. 

Publication of responses to a request for official information under the official 
information policy Internal policy | Official Information Policy should generally occur 
within a month of the response being sent to the requester, but no earlier than one day 
after it was sent, to provide the requester time to consider the response. 

The timing for publication of Ministry or other information being proactively released, 
will be determined by the Head of Ministerial Services. 

The Ministry may update the proactively released information published on the 
Ministry’s proactive release webpage: 

• to withdraw redactions where the Ministry determines at a later date that more 
information can be released; 

• if following a successful challenge to the Ombudsman regarding the Ministry’s 
response to a request for official information, a new response is made. 

Related policies and more information 

Official information policy Internal policy | Official Information Policy 

Privacy policy Internal policy | Privacy 

Protective security policy Internal policy | Protective Security 

Relevant legislation 

• Public Service Act 2020 

• Official Information Act 1982 

• Privacy Act 2020 
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• Due - use OIA calculator (automatically calculates the 20 working days and takes non-
working days into consideration) 
For Ministerial OIAs (DSOIA), the office will send through their own due date as they require 
time to review the draft response. 

 Acknowledgement email (not currently required due to active auto response) 
b. Once the OIA has been logged, an acknowledgement email needs to be sent to the requester.  

• Use the OIA acknowledgement template 

• Copy and paste this as the reply and add in their name, our reference number and date 
received/date due. 

Reports in scope + owner notification 
c. If straightforward, start a reports-in-scope Excel sheet before handing over to an advisor. 

This helps track the different reports/papers that are involved with the request.  

• Add a reports-in-scope Excel sheet to the workflow folder of the OIA. 

•  Fill out the columns of the sheet with details from the Ministerial Papers tracker 
- Number – Number that report is listed in the OIA request 
- Date – Date that the report was delivered 
- Ref – Tracking number (MFR2025-xxx) 
- Title – Title of paper 
- Decision – Title release, report release 
- Ground – Leave blank (not noted in tracker) 
- Owner/Contact - Owner of report 
- Notes – Any relevant notes from the tracker 

d. Forward the OIA request email to the owner of the report to let them know that the 
advisor/senior advisor will be in touch soon for scoping. Note down the release decision for the 
owner to confirm.  

Assigning 
e. Daily triage sessions are held where advisors discuss and agree OIA work allocation. 
 

4. Writing the response – scoping + drafting 
a. Advisor will scope, gather and prepare material, draft the response letter and consult internally 

and externally. 
 

5. Review + signout – peer review + HoMS final review + no surprises to MO 
a. Advisor will ensure draft response and material in scope are consulted for SME and peer 

reviews before providing to the Head of Ministerial Services for final review and approval.  
b. Advisor to ensure to send to Minister’s Office, a copy of response to OIA requests from the 

media as part of ‘No surprises’ (at least a day before due date to requestor).  
 

6. Complete - Sending the response + SharePoint admin 
a. Email response letter and any appendices to requester 
b. Sharepoint admin (updating columns, all files/emails in folder) 

• Columns - status, date sent, reply, outcome, OIA ground 





Template for acknowledging incoming agency correspondence 

Copy the text of each acknowledgement below to a signature or quick part in Outlook for 
easy access: 

 

Agency OIA 
  
Tēnā koe [name] 
  
Our reference: R00XXX 
  
Thank you for your email. We are managing your request in accordance with the Official 
Information Act 1982. 
  
We will respond to you as soon as possible and no later than [date]. If we are unable to 
respond by then, we will notify you of an extension. 
  
We may also contact you if we need to clarify your request or transfer it to another agency. 
  
If you wish to clarify your request or no longer require the information you have requested 
please contact us at hello@regulation.govt.nz quoting the reference above. 
  
Ngā mihi 
  
Ministerial Services, Organisational Enablement   
Ministry for Regulation  
īmēra: hello@regulation.govt.nz 

 

www.regulation.govt.nz 
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Prep sheet for OIAs and PQs 

Date created Click here to enter a date. 

Request type Choose an item. 

Reference number Click here to enter text. 

Requester Click here to enter text. 

Assigned to Click here to enter text. 

Purpose – what is the request? 
 Is clarification required? 
 Does the request belong to us, or should it be transferred?  
 Think about why the information is being requested. Sometimes it 

might be useful to provide more information than the requester has 
asked for.  

 If there are any similar previous requests consider whether that 
information could be useful for the current request.  

 Is any of the requested information already in the public domain? 

Click here to enter text. 

Similar previous requests Click here to enter text. 

Drafter and key contacts 
Who is the primary drafter and who else should be consulted? 
Structure a draft response to guide drafters.  
Who might need to be informed in case they have supporting 
information? 

Click here to enter text. 

Key message(s) for response 
What are the key messages we want communicated in our response? 
What decisions have we made about how the requested is interpreted?  
Consider these types of questions when forming the structure of your 
initial draft response.  

Click here to enter text. 

Other key stakeholders 
Who do we need to consult with or inform? Consider:  
 Media advice 
 Legal advice 
 Redactions that need review 
 Minister’s office 
 Other agencies 

Click here to enter text. 

Sign out 
Who should approve and sign out the response? 

Click here to enter text. 

Will the response be published? If not, why not? Click here to enter text. 

Last day to clarify (7 working days) Click here to enter a date. 

Last day to transfer (10 working days) Click here to enter a date. 

Date response due to GE 
Consider:  
 The information being requested 
 Experience of the drafter 
 Time required for review/sign out 

Click here to enter a date. 

Minister due date 
Ministerial consultation is required for all PQs and Minister OIAs. PQs 
have a turnaround time of 4 days.  
For OIAs, the Minister’s office require:  
 2 full days for agency OIAs that require informing 
 5 full days for agency OIAs that require consultation 
 6 full days for Minister OIAs 

PQ 
Inform agency OIA 
Consult agency OIA 

Minister OIA 

 
 
 
 

Click here to enter a date. 
Click here to enter a date. 

Click here to enter a date. 
Click here to enter a date. 

Statutory due date (20 working days) Click here to enter a date. 

Any other supporting information  
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STANDARD TRANSFER 
This can be sent via email, from hello@regulation, doesn’t need to be in an official ‘letter’ 
 
Attach:  
1. Original request (as an email attachment) 
2. Letter to requester (as a PDF) 
 
Tēnā koe Agency 

Our ref: XXXX 

On date, the Ministry for Regulation received an Official Information Act 1982 (OIA) 
request from name. They requested the following:  
 

Quote request here 
 
For the reasons set out in the attached letter to name, this request is being transferred in 
full/in part to your agency for response.  
 
Please treat this email as a formal transfer of this request/part XX of this request under 
section 14 of the Official Information Act. A response must be provided to the requester 
as soon as possible and no later than 20 working days after the date of this transfer.  
 
Please find attached:  

• copy of official information request from requester, dated date 
• copy of letter sent to requester, dated date 

 
Ngā mihi  
 
[Name] (pronoun)  
Ministerial Services, Organisational Enablement   
Ministry for Regulation  
īmēra: hello@regulation.govt.nz 

 

www.regulation.govt.nz 
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STANDARD CLARIFICATION 
This can be sent via email, from hello@regulation, doesn’t need to be in an official ‘letter’ 
 
Tēnā koe Name 

Our ref: XXXX 

Thank you for your Official Information Act 1982 (OIA) request, received on [DATE]. You 
requested the following:  
 
              Quote request here  
 
We are seeking clarification on your request. Can you please confirm XXXX.  

Please note, if you do amend or clarify your request, this will be a new request for the 
purpose of calculating the maximum statutory timeframe for response—see section 
15(1AA) of the OIA. 
Ngā mihi  
 
[Name] (pronoun)  
Ministerial Services, Organisational Enablement   
Ministry for Regulation  
īmēra: hello@regulation.govt.nz 

 

www.regulation.govt.nz  
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CLARIFICATION – SUBSTANTIAL COLLATION 
This can be sent via email, from hello@regulation, doesn’t need to be in an official ‘letter’ 
 
Tēnā koe Name 

Our ref: XXXX 

Thank you for your Official Information Act 1982 (OIA) request, received on [DATE]. You 
requested the following:  
 
              Quote request here  
 
Your request as currently framed will be very difficult to meet without substantial 
collation or research. We have identified a large amount of information potentially in 
scope of your request and each item will require a manual assessment to categorize and 
determine its relevance to your request. Attempting to provide this information to you 
would place undue strain on the Ministry for Regulation resources.  
 
As it currently stands, we may have to refuse your request under section 18(f) of the OIA, 
which applies where the information cannot be made without substantial collation or 
research. We are therefore seeking clarification or refinement of your request to enable 
us to respond.  
 
Could you please confirm whether you are prepared to amend your request and if so, 
reply to this email before XXX / as soon as possible and advise how you would like to 
clarify or reduce the scope of your request.  
 
Please note, if you do amend or clarify your request, this will be a new request for the 
purpose of calculating the maximum statutory timeframe for response—see section 
15(1AA) of the OIA. 
 
Ngā mihi 
 
[Name] (pronoun)  
Ministerial Services, Organisational Enablement   
Ministry for Regulation  
īmēra: hello@regulation.govt.nz 
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Please note that we may publish this response (with your details removed) on the Ministry for 
Regulation website.  
 
Ngā mihi 
 
 
 
[Manager name] 
[Manager position] 
Ministry for Regulation 











OIA Withholding Grounds 

6(c) - Maintenance of the law 

Section 6(c) of the OIA, as the release of this information would be likely to prejudice the 
maintenance of the law, including the prevention, investigation, and detection of offences, and the 
right to a fair trial. 

6(d) - Endanger the safety of any person 

Section 6(d) of the OIA, as the release of this information would be likely to endanger the safety of 
any person. 

9(2)(a) - Privacy of natural persons 

Section 9(2)(a) of the OIA, to protect the privacy of natural persons, including that of deceased 
natural persons. 

9(2)(b) - protect information where the making available of the information— 

Section 9(2)(b) of the OIA, to protect information where the making available of the information— 

(i) would disclose a trade secret 
 

(ii) would be likely unreasonably to prejudice the commercial position of the person who 
supplied or who is the subject of the information. 

9(2)(ba) - protect information which is subject to an obligation of confidence or which any person has 
been or could be compelled to provide under the authority of any enactment, where the 
making available of the information –  

Section 9(2)(ba) of the OIA, to protect information which is subject to an obligation of confidence or 
which any person has been or could be compelled to provide under the authority of any enactment, 
where the making available of the information –  

(i) would be likely to prejudice the supply of similar information, or information from the same 
source, and it is in the public interest that such information should continue to be supplied 
 

(ii) would be likely otherwise to damage the public interest 

9(2)(f) - Section 9(2)(f) of the OIA, to maintain the constitutional conventions for the time being which 
protect— 

Section 9(2)(f) of the OIA, to maintain the constitutional conventions for the time being which 
protect— 

(i) the confidentiality of communications by or with the Sovereign or her representative 

(ii) collective and individual ministerial responsibility  

(iii) the political neutrality of officials  

(iv) the confidentiality of advice tendered by Ministers of the Crown and officials. 

 



9(2)(g)(i) - free and frank expression 

Section 9(2)(g)(i) of the OIA, to maintain the effective conduct of public affairs through the free and 
frank expression of opinions by or between or to Ministers of the Crown or members of an 
organisation or officers and employees of any department or organisation in the course of their duty. 

9(2)(h) - maintain legal professional privilege 

Section 9(2)(h) of the OIA, to maintain legal professional privilege. 

9(2)(i) - commercial activities 

Section 9(2)(i) of the OIA, to enable a Minister of the Crown or any department or organisation 
holding the information to carry out, without prejudice or disadvantage, commercial activities. 

9(2)(j) - disadvantage, negotiations (including commercial and industrial negotiations) 

Section 9(2)(j) of the OIA, to enable a Minister of the Crown or any department or organisation 
holding the information to carry on, without prejudice or disadvantage, negotiations (including 
commercial and industrial negotiations). 

 

OIA Refusal Grounds  

18(d) - publicly available 

Section 18(d) of the OIA, as the information requested is or will soon be publicly available. 

18(e) – documents  

Section 18(e) of the OIA as the document alleged to contain the information requested does not exist 
or, despite reasonable efforts to locate it, cannot be found 

18(f) – substantial collation  

Section 18(f) of the OIA, as the information requested cannot be made available without substantial 
collation or research 

18(g) – data not held 

Section 18(g) of the OIA, as the information requested is not held by the department or Minister of 
the Crown or organisation and the person dealing with the request has no grounds for believing that 
the information is either— 

(i) held by another department (for itself and for a departmental agency hosted by it or an 
interdepartmental executive board serviced by it) or interdepartmental venture or Minister 
of the Crown or organisation, or by a local authority; or 

(ii) connected more closely with the functions of another department (for itself and for a 
departmental agency hosted by it or an interdepartmental executive board serviced by it) or 
interdepartmental venture or Minister of the Crown or organisation or of a local authority: 

18(h) – frivolous or vexatious 

Section 18(h) of the OIA, as the request is frivolous or vexatious or that the information requested is 
trivial. 




